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04 July 2024 

 

Atlassian Pty Ltd  

Level 6, 341 George St  

Sydney NSW 2000  

AUSTRALIA 

 

To Whom It May Concern,  

 

The Missing Link was engaged by Atlassian to perform a code-assisted web application penetration test 

of the Fisheye/Crucible Server (v4.8.15) web application. Fisheye enables users to browse, search, and 

generate reports from a customisable repository, indexing its entire history. Crucible, on the other hand, 

is a tool offering code review workflow features. Both applications can be deployed together as a 

single entity, with each activated through separate licenses. 

The objectives of the engagement were to identify exploitable vulnerabilities, subvert standard 

workflows, gain unauthorised access to the application, sensitive information, or user generated 

content, and attempt an underlying server compromise. 

Automated and manual penetration testing was performed by one security consultant between the 6th 

of June and the 3rd of July 2024 using both a local and cloud hosted infrastructure. During testing, the 

consultants had access to relevant repositories, development guides, and engineers to ask questions of. 

 

Sincerely, 

 

The Missing Link Security Pty Ltd 

 

 

 

Johanna Davidson 

Delivery Lead 


